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Currus Connect ApS values the protection of personal data, and we therefore attach 
great importance to protecting your privacy.

This privacy policy explains and clarifies how we process the personal data of our 
visitors and customers in accordance with (EU) 2016/279, General Directorate for Data 
Protection (GDPR).

This policy applies in situations where Currus Connect ApS processes personal 
information collected from the website or receives personal information from suppliers, 
customers etc. 

1) List of the processing of personal data carried out by Currus Connect ApS: 

The company processes personal data about: 

• Applicants

• Employees

• Users

• Customers

• Suppliers

• Contact persons

Currus Connect has prepared a record of the processing of personal data. The list 
provides an overview of the treatments for which Currus Connect is responsible.

The personal information is a prerequisite for Currus Connect to sell and deliver goods 
to customers, enter into employment and supplier contracts, and to inform contact 
persons of news.

2) Personal information 

Personal information covers all information that can be used to identify a person, 
including, but not limited to, the person's first and last name, age, gender, home 
address or other physical address, e-mail address or other contact information, 
regardless of whether it relates to the person's private residence or workplace. 

3) Purpose and legality of the processing 

The personal data is processed and archived in connection with: 

• Personnel administration, including recruitment, employment, resignation and 
payment of wages 



• Master data for suppliers as well as requisitions and purchases 

• Master data for contact persons and correspondence 

• Master data for customers as well as orders and sales, including: 

•

o name

or address

o e-mail address

o telephone number

• Data for traffic on our website through automated processing.

3.1 Purpose 

We collect the above personal data for the following purposes: 

• Delivery of ordered goods 

• Marketing purposes, including newsletters, if desired. You always have the option to 
unsubscribe from our newsletters   

• General business operations

The processing is legal pursuant to the legal basis in the EU Personal Data Regulation 
art. 6, subsection 1, letter b on performance of contract.

As mentioned above in our purpose of the processing, our processing of this personal 
data also takes place on the basis of the balancing of interests rule in the data 
protection regulation, article 6, subsection 1, letter f.

The legitimate interests that justify the processing are marketing purposes and 
fulfillment of service and operating services and agreements with customers, as part 
of Currus Connect's normal operation.

Registration of personal data and personally identifiable information is necessary in 
order to analyze how customers use Currus Connect's website via Google Analytics. 
More information on this can be found in the section '4 Cookies' below.

Currus Connect itself does not store information about means of payment, such as 
card numbers, bank account numbers, etc., as purchases are made via external 
companies (PayPal, Mobilepay or similar).



The company does not use the personal data for purposes other than those listed. The 
company does not collect more personal data than is necessary in relation to fulfilling 
the purpose.

By using our website, you agree that your personal information is processed in 
accordance with this privacy policy. 

When you are a user of Currus Connect's website www.currus-connect.com 

or when you submit personal data to Currus Connect, you accept our personal data 
policy.

Currus Connect is aware of the need for appropriate protection and proper processing 
of all personal information that we receive.

If you cannot accept the data policy, please refrain from using these websites.

4) Cookies 

Currus Connect ApS uses cookies on all the company's websites. By using our website, 
you accept our policy and the use of cookies, which appear in Currus Connect's ApS 
Cookie policy.

Read more here: www.currus-connect.com 

5) Disclosure of information 

Personal information submitted on our website or in another way to a Currus Connect 
service may be passed on to external business partners who process information on 
our behalf.

We use external partners for technical operations, which are the basis for services to 
our customers, as well as targeted marketing, including retargeting.

These companies are data processors for us and only process the disclosed personal 
data after written agreement with us and for the above purposes.

Currus Connect uses Google Analytics to collect visitor statistics and in this connection 
passes on IP addresses to Google Analytics. Google may pass on the information to 
third parties where the law requires this, or to third parties who perform tasks for 
them.



The privacy terms for Google Analytics are accepted by visiting the Currus Connect 
website and appear at google.com/privacy 

Information about your name, address, e-mail, telephone number, order number and 
specific delivery wishes is passed on to the carrier responsible for the delivery of the 
purchased goods to you (DHL, Schenker A/S or other carrier).

As Currus Connect has various suppliers in Europe, located within the EU, the said 
information will be passed on to our supplier of the item in question, who will be in 
charge of handing it over to the carrier and therefore have access to information about 
the customer's name and address.

6) Storage and deletion 

Currus Connect ApS has the following general guidelines for the storage and deletion 
of personal data: 

• Customer and user information is stored in IT systems and server drives.

• Employee information is stored in IT systems.

• Personal information is not stored longer than is necessary for the purpose of the 
processing.

• Personal data for employees is deleted five years after the end of employment, and 
personal data about applicants is deleted after 1 year.

• Information that we have collected in connection with the creation of a profile and its 
use, e.g. in connection with purchases you have made on our website, will basically be 
deleted after 2 years without user and purchase activity.

However, information can be stored for a longer period if we have a legitimate need or 
legal obligation for longer storage, e.g. if it is necessary for legal claims to be 
established, asserted or defended, or if storage is necessary for us to fulfill legal 
requirements.

Accounting material is stored for 5 years until the end of a financial year in order to 
meet the requirements of the Accounting Act.

7) Personal data security 

Based on the company's risk assessment, Currus Connect ApS has implemented the 
following security measures for the protection of personal data: 

• Only employees who have a work-related need may have access to the registered 
personal data.

• All computers have passwords that are changed on an ongoing basis and employees 
must not leave personal passwords to others, with the exception of shared email 
accounts for handling customer correspondence where division of labor is necessary.



• All computers are/will be installed with antivirus software and security updates that 
are regularly updated.

• Personal information is deleted in a responsible manner when phasing out and 
repairing IT equipment.

• Physical folders are placed in locked cabinets.

• Personal information in physical folders is destroyed via delivery to a recycling site / 
incineration.

• All employees receive instructions on how Currus Connect protects personal data, 
including deletion.

8) Breach of personal data security 

In the event of a breach of personal data security, Currus Connect reports the breach 
to the Norwegian Data Protection Authority as soon as possible and within 72 hours.

General Manager Markus Priess is responsible for this happening.

The notification describes the breach, which groups of persons it concerns and what 
consequences the breach may have for these persons, as well as how the Company 
has or will remedy the breach.

In cases where the breach entails a high risk for the persons about whom Currus 
Connect processes personal data, Currus Connect will also notify them. 

9) Your rights 

According to the data protection regulation, you have a number of rights in relation to 
our processing of information about you. 

Your rights are the following: 

• Right to see information (right of access) 

You have the right to gain insight into the information that we process about you 

• Right to rectification

You have the right to have incorrect information about yourself corrected. 

• Right to erasure 

In special cases, you have the right to have information about you deleted before the 
time of our normal general deletion occurs. 

• Right to restriction of processing 

In certain cases, you have the right to have the processing of your personal data 
restricted. If you have the right to have the processing restricted, we may in future 



only process the information - apart from storage - with your consent, or for the 
purpose of establishing, asserting or defending legal claims, or to protect a person or 
important public interest. 

• Right to object 

In certain cases, you have the right to object to our otherwise lawful processing of 
your personal data. You can also object to the processing of your information for direct 
marketing 

• Right to transmit information (data portability) 

In certain cases, you have the right to receive your personal data in a structured, 
commonly used and machine-readable format, as well as to have this personal data 
transferred from one data controller to another without hindrance. 

You can read more about your rights in the Norwegian Data Protection Authority's 
guidance on the rights of data subjects, which you can find at the Norwegian Data 
Protection Authority 

If you want to make use of your rights, you must contact us via the contact details 
below in section 14.

10) Change and control of information 

If you find that the information we have about you is incorrect, you always have the 
option to change your information by contacting Currus Connect at service@currus-
connect.com 

If you want cookies deleted from your browser, you can follow our guide under our 
cookies policy www.currus-connect/cookies 

You have the option to unsubscribe from our newsletters going forward at: 
www.currus-connect.com

11) Insight into your information 

If you wish to gain insight into or delete your personal data that we store/have 
collected, you can contact us. If you wish to have your information deleted, we reserve 
the right to retain information in accordance with our obligation to retain information 
in accordance with accounting legislation. 

12) Data processors 

Currus Connect ApS uses data processors. Data processors must always provide a 
guarantee that they ensure the necessary measures to meet the requirements of 
personal data legislation. All data processors enter into a written agreement with 
Currus Connect ApS before processing 

13) Complaint to the Data Protection Authority 

You have the right to lodge a complaint with the Danish Data Protection Authority if 
you are dissatisfied with the way Currus Connect processes your personal data. 

You will find the Data Protection Authority's contact information at www.datatilsynet.dk 



14) Contact us 

If you have questions or other inquiries regarding our personal data policy, you are 
always welcome to contact us by phone or email: 

Telephone: +45 28 18 08 49 

Mail: service@currus-connect.com


